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Can You Afford Not to 
Use The SentryCard?

An immediate ROI while increasing security,  
mitigating risk and reducing complexity.

The SentryCard will “plug & play” with your existing infrastructure to provide a secure 
and touchless solution while addressing today’s hygiene and privacy concerns.

Eliminate secondary  
multi-factor authentication,  
i.e. soft and hard tokens.

Sentry Payback:  
Just over 18 months.

$40 per employee annually 
plus token cost.

Significant reduction 
in Helpdesk Support.

Sentry Payback:  
Less than 12 months.

1.2 helpdesk interactions per 
year at $70 per employee.

Eliminate password  
and phishing training.

Sentry Payback: Immediate as 
SentryCard eliminates the need to 
use usernames and passwords 
for logical access.

$75 per employee annually.

Eliminate the need to 
upgrade or replace existing 
readers or add new  
biometric devices.

Sentry Payback: Immediate as 
Sentry credentials automatically 
turn existing readers into 
biometric readers.

$3,000 to upgrade existing 
readers or $7,500 to install 
new readers and infrastructure.

Eliminate internal IT 
cost for servers and 
support for a biometric 
software solutions.

Sentry Payback: Immediate as 
biometrics are enrolled, stored 
and matched on the SentryCard. 
No databases, servers or 
workstations required.

Sentry Payback: Immediate as 
biometrics are enrolled, stored 
and matched on the SentryCard. 
No databases, servers or 
workstations required.

$50,000–$100,000 annually  
per server.

Eliminate the risks 
associated with the 
storing employee 
biometric data.

$10,000 fine per instance for 
GDPR violations related to the 
mishandling of biometric data.
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